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How to prioritize CVE vulnerabilities with the 3D method
(CVSS-BTE + EPSS + CERT data)?
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+40 000 CVE released in 2024 (+100/d!
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Vulnerability Management is a bottleneck for
cybersecurity teams, but also for the NVD

NVD Program Announcement UPDATED - April, 25th 2024

NIST maintains the National Vulnerability Database (NVD), a repository of information on software and hardware flaws that can compromise computer security. This is a key piece of the
nation’s cybersecurity infrastructure.

There is a growing backlog of vulnerabilities submitted to the NVD and requiring analysis. This is based on a variety of factors, including an increase in software and, therefore,
vulnerabilities, as well as a change in interagency support.

Currently, we are prioritizing analysis of the most significant vulnerabilities. In addition, we are working with our agency partners to bring on more support for analyzing vulnerabilities and
have reassigned additional NIST staff to this task as well.

We are also looking into longer-term solutions to this challenge, including the establishment of a consortium of industry, government, and other stakeholder organizations that can
collaborate on research to improve the NVD.

NIST is committed to its continued support and management of the NVD. Currently, we are focused on our immediate plans to address the CVE backlog, but plan to keep the community
posted on potential plans for the consortium as they develop.

For questions and concerns, you can contact nvd@nist.gov.

Created February 13, 2024, Updated April 25, 2024
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What methods can you use to prioritize your vulnerabilities?
What are their pros and cons?
Which one should you use in 20257



Most used scoring method today is CVSSvV3.]
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Limit #1: CVSS-B is almost always high

Mean of 2022 CVSSvV3.l:

7,18 /10
=> severity: HIGH

Median of 2022 CVSSv3.1:

7,5/ 10
=> severity: HIGH
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Limit #2: CVSS-BTE requires to take a lot of decisions
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Note: CVSSv4 will not make the situation easier
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A new score has been released in 2023: EPSSV3

Database with
all known CVEs

ML model that gives a

1 164 variables @-e-0-e E pS S score to a CVE, based
CVE related to Microsoft? *-@-o-@-¢ — o
> a0 ‘ on the 1 164 variables

CVE mentioned in Metasploit?
=0-@—=+—0 0=P=+—0 s—omim -9 o-@-c—0-
Access Vector = Network? -6 ® 9 Q o

Exploit Predicti S i Syst
Number of links mentioned by NVD?... np PR IETIGN SEURINE SyEhem Of the mOdel

CVE-2023-0001 0,00043
Database of cve2023.0002  0,00082

- CVE-2023-0003 0,001

known exploited CVE-2023-0004 0,00077
vulnerabilites CVE-2023-0005 0,00049
CVE-2023-0006 0,00042

CVE-2023-0007 0,00045

CVE-2023-0008 0,00068

CVE-2023-0009 0,00042
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EPSS can eliminate most vulnerabilities

Filtering CVEs with EPSS < 20% will actually remove 95% of them!

Median: 0.143% - Mean: 3.59%

Distribution of EPSS scores
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EPSS is in this range...
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Limit #3 : EPSSV3 is not « magical »

CVE-2020-0801

()

Severity: High Exploit Code Maturity: Publicly disclosed  Exploited Exploitability assessment
CVSS v3 metrics ~
o No No Exploitation Less Likely
Impact Exploitability
Confidentiality [} Attack Vector ([ ]]
Integrity [ | ] Attack Complexity [}
Availability [ | ] Privileges Required [l
User Interaction
Scope

High EPSS, even if Microsoft says that Exploitation is Less Likely

Root cause: EPSS is very influenced by the vendor of the vulnerable technology
(Microsoft => very high EPSS)
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You can then plot CVEs with both their CVSS and EPSS scores
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EPSS threshold

Proposal: combine CVSS & EPSS to better sort your CVEs
CVSS threshold
R | ". !'r f:cv_e-zfﬁs-onz. .
RIS B =
80% ® ® =) ’.. : : CVE-ZOQ] 6-4
!:. 0 : . : ! High priority
. e e T e CVEs
@ 60 * e : PR B area
O ® °®
C(/)) ° ! ® S |
% ' SR T
g 40% ’ - ; :0 s,
S R B
=8 °® :.: : ' (] : !
20% ': e 88 bl 1K |
e ¢ v ¥ o B s
M A ® o CVE20189355, Me8
o ! o ol 3¢ | .! 0 e .C!:VE.-;OM-Q%é
2 3 4 5 6 7 8 Q 10
CVSS Ver 3.1

Source: https:/ /first.org/epss/data_stats, 2024-03-26

15



80%

60%

EPSS Score
S

20%

Limit#4a: when CVEs are cherry-picked by authorities
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Example:
CVE-2024-40766 (SonicWall)
CVSS 9.8
EPSS 0.82%
Signaled by CISA KEV and CERT-FR ALE
Missed by the CVSS+EPSS method

EPSS threshold
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Limit&#4b: when CVEs have no official CVSS

o
8
g 00
o
2024-01-07 2024-00-14 202401 2024-01-28 2024-07-04 2024-02-1 2024-02-18

CVE IDs per day

4-02-25 2024-03-03

NVD was very slow to produce new CVSS
evaluations between February and June 2024

—> No CVSS-B, thus no CVSS-BTE...
—> No EPSS as well! (EPSS relies on CVSS data)

Can not plot these CVEs on the CVSS/EPSS graph!
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Solution: combine CVSS + EPSS + Authorities bulletins
3D Prioritization = combination of 3 parameters CVSS / EPSS / Authorities alerts

PSS score compared to CVSS Base Score (NVD)
ensity is represented by color, yellow is less dense going through red to a deep purple for CVE here have hi g h
Jense areas. Labeling a random sample of CVEs with higher values for reference.

priority (both CVSS

& EPSS thresholds
have been reached)

In these areas, CVEs are
marked as high priority

if and only if
they have been mentionned
by CISA KEV or CERTFR-ALE
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Source: hifps:/ /first.org/epss/data_stats, 2024-02-28
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Remark #1: what about SSVC?

Stakeholder-Specific Vulnerability Categorization
(SSVC)
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Reconnaissance
10 techniques

Remark #2: what about MITRE ATT&CK ?
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Classical approach: target the earliest steps of an attack

Cyberwatch export
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Valid Accounts I

External Remote
Services

Supply Chain
Compromise

Content Injection

Drive-by
“ompromise

Exp:. * Public-
Facing
Application

Hardware
Additions

Replication
Through
Removable Media

Trusted
Relationship

Execution
12 techniques

Command and
Scripting Interpreter

Container
Administration
Command
Deploy Container

Exploitation for
Client Execution

Inter-Process
Commupni~

Native API

Scheduled Task/Job

Shared Modules
System Services
User Execution
Windows

Management
Instrumentation

Persistence
20 techniques

ack Execution

Privilege
Escalation
14 techniques

Access Token

Defense Evasion
41 techniques

Access Token

Credential Access

17 techniques

Steal Web Session

selection controls

8. QX

Discovery
28 techniques

Lateral
Movement

9 techniques

Use Alternate

layer controls

s lie =

Collection
16 techniques

technigue controls

v
A~

Command and

Control
18 techniques

Exfiltration
8 techniques

Automated

®

‘ push_pin

Impact
14 techniques

O

Authentication
Process

Pre-OS Boot

Server Software
Component

Boot or Logon
Initialization Scripts

0/5)

Compromise Host
Software Binary

Valid Accounts

External Remote
Services

Browser Extensions

Account
Manipulation

BITS Jobs
Create Account

Implant Internal
Image

Office Application
Startub

Manipulation

Hijack Execution
Flow

Create or Maodify
System Process

Event Triggered
Execution

Boot or Logon
Autostart
Execution

Boot or Logon
Initialization
Scripts (-,

Abuse Elevation
Control
Mechanism

Escape to Host

Valid Accounts

Process Injection
(0/12)

Account
Manipulation

Domain or Tenant
Policy
Modification

Exploitation for
Privilege
Escalation

Scheduled Task/
Job

Manipulation
Use Alternate
Authentication
Material

Impair Defenses
Hijack Execution

Flow

Obfuscated Files or
Information

Subvert Trust
Controls

Masquerading
Modify
Authentication
Process

Pre-OS Boot
Rootkit

Abuse Elevation
Control Mechanism
Exploitation for
Defense Evasion
Hide Artifacts
Valid Accounts

Reflective Code
Loading

Process Injection
(0/12)

Indicator Removal

Cookie

Steal Application
Access Token

Forge Web
Credentials

Modify
Authentication
Process

Network Sniffing

Multi-Factor
Authentication
Interception

Adversary-in-the-
Middle

Unsecured
Credentials

Input Capture
Brute Force

Steal or Forge
Kerberos Tickets

Credentials from
Password Stores

OS Credential
Dumping .,
Exploitation for

Credential Access

Forced
Authentication

Multi-Factor
Authentication

File and Directory
Discovery

Network Sniffing

Account Discovery
©0/3)
Browser

Information
Discovery

Group Policy
Discovery

Network Service
Discovery

Network Share
Discovery

Peripheral Device
Discovery

Permission Groups
Discovery .,

Process Discovery

Remote System
Discovery

System Information
Discovery

System Network
Configuration
Discovery .,
System Network
Connections
Discovery

System Owner/
User Discovery

System Service
=

Authentication
Material

Taint Shared
Content

Remote Service
Session Hijacking

(0/2)

Internal
Spearphishing

Remote Services
Software
Deployment Tools

Exploitation of
Remote Services

Lateral Tool Transfer

Replication Through
Removable Media

Adversary-in-the-
Middle

Data from Local
System

Browser Session
Hijacking

Input Capture
Email Collection
Automated
Collection

Data from
Configuration
Repository
Data from
Information
Repositories

Data from Network
Shared Drive

Archive Collected
Data

Audio Capture
Clipboard Data

Data from
Removable Media

Data Staged
Screen Capture

Video Capture

Application Layer
Protocol

Communication
Through Removable
Media

Content Injection

Data Encoding

Data Obfuscation

Dynamic Resolution

Encrypted Channel

Fallback Channels
Hide Infrastructure
Ingress Tool Transfer

Multi-Stage
Channels

Non-Application
Layer Protocol

Non-Standard Port
Protocol Tunneling

Remote Access
Software

Traffic Signaling

Web Service

Exfiltration

Data Transfer
Size Limits

Exfiltration Over
Alternative
Protocol

Exfiltration Over
€2 Channel

Exfiltration Over
Other Network
Medium

Exfiltration Over
Physical Medium
Exfiltration Over

Web Service

Scheduled
Transfer

Endpoint Denial of
Service

Data Manipulation
Network Denial of [
Service

Defacement

Account Access
Removal

Data Destruction

Data Encrypted for
Impact

Disk Wipe
Financial Theft

Firmware
Corruption

Inhibit System
Recovery

Resource
Hijacking

Service Stop

System Shutdown/
Reboot




Initial Access
10 techniques

Nothing on the first
step « Initial Access »

Execution
12 techniques

Persistence
20 technigues

This method can also miss some CVEs:
Example with CVE-2024-21762 (RCE on Fortinet, widely used to start an attack)

Privilege
Escalation
14 techniques

Defense Evasion
41 techniques

Content Injection

Drive-by
Compromise
Exploit Public-
Facing
Application

External Remote
Services

Hardware
Additions

Phishing
Replication
Through

Removable Media

Supply Chain
Compromise

Trusted
Relationship

Valid Accounts

Co.1mand and
Scri, ting Interpreter

Conta ner

Admir stration
Comm nd
Deploy “ontainer

Exploita ion for
Client E: 2cution

Inter-Pre cess
Commu lication

Native / Pl

Schedu ed Task/Job

Share | Modules

Softy are
Der oyment Tools

Sy stem Services
Jser Execution
Windows

Management
Instrumentation

Account
Manipulation

BITS Jobs
Boot or Logon

Autostart Execution

Boot or Logon
Initialization Scripts
Browser Extensions

Compromise Host
Software Binary

Create Account

Create or Modify
System Process

Event Triggered
Execution

External Remote
Services

Hijack Execution
Flow

Implant Internal
Image

Modify
Authentication
Process

Office Application
Startup

Power Settings
Pre-OS Boot

Scheduled Task/Job

G/5)
Abuse Elevation

Control
Mechanism

Account
Manipulation

Boot or Logon
Autostart
Execution

Boot or Logon
Initialization
Scripts

Create or Modify
System Process

Domain or Tenant
Policy
Modification
Escape to Host

Event Triggered
Execution

Exploitation for
Privilege
Escalation

Hijack Execution
Flow

Process Injection
Scheduled Task/
Job

Valid Accounts

Use Alternate
Authentication
Material

Abuse Elevation
Control Mechanism
BITS Jobs

Build Image on
Host

Debugger Evasion
Deobfuscate/
Decode Files or
Information

Deploy Container

Direct Volume
Access

Domain or Tenant
Policy Modification
Execution

Guardrails

Exploitation for
Defense Evasion

File and Directory
Permissions
Modification
Hide Artifacts

Hijack Execution
Flow

Impair Defenses

Credential Access
17 techniques

Forge Web
Credentials

Steal Application
Access Token

Steal Web Session
Cookie

Adversary-in-the-
Middle

Brute Force

Credentials from
Password Stores

Exploitation for
Credential Access

Forced
Authentication

Input Capture

Modify
Authentication
Process

Multi-Factor
Authentication
Interception

Multi-Factor
Authentication
Request Generation

Network Sniffing

OS Credential

Dumping

Steal or Forge

Authentication
Certificates

Steal or Forae

selection controls

layer controls

8.ax sl w:

Discovery
28 techniques

Account Discovery I
Application

Window Discovery
Browser

Information

Discovery

Container and
Resource Discovery

Debugger Evasion

Device Driver
Discovery

Domain Trust
Discovery

File and Directory
Discovery

Group Policy
Discovery

Log Enumeration

Network Service
Discovery

Network Share
Discovery

Network Sniffing

Password Policy
Discovery

Peripheral Device
Discovery

Permission Groups |
Discovery

Process Discovery

Lateral
Movement

9 techniques
Use Alternate
Authentication
Material

Exploitation of
Remote Services

Internal
Spearphishing

Lateral Tool Transfer
Remote Service
Session Hijacking
Remote Services
Replication Through
Removable Media

Software
Deployment Tools

Taint Shared
Content

Collection
16 techniques

technigue controls

v L1}
A EEE

Command and
Control

18 techniques

Exfiltration
8 techniques

®

‘ push_pin

Impact
14 techniques

Adversary-in-the-
Middle

Archive Collected
Data

Audio Capture

Automated
Collection

Browser Session
Hijacking
Clipboard Data
Data from
Configuration
Repository

Data from
Information
Repositories

Data from Local
System

Data from Network
Shared Drive

Data from
Removable Media

Data Staged

Email Collection

Input Capture
Screen Capture

Video Capture

Application Layer
Protocol

Communication
Through Removable
Media

Content Injection

Data Encoding

Data Obfuscation

Dynamic Resolution

Encrypted Channel

Fallback Channels
Hide Infrastructure
Ingress Tool Transfer

Multi-Stage
Channels

Non-Application
Layer Protocol

Non-Standard Port
Protocol Tunneling
Proxy

Remote Access
Software

Traffic Signaling

Web Service

Automated
Exfiltration

Data Transfer
Size Limits

Exfiltration Over
Alternative
Protocol

Exfiltration Over
C2 Channel

Exfiltration Over
Other Network
Medium

Exfiltration Over
Physical Medium
Exfiltration Over

Web Service

Scheduled
Transfer

Account Access
Removal

Data Destruction

Data Encrypted for
Impact

Data Manipulation [

Defacement
Disk Wipe

Endpoint Denial of |y
Service

Financial Theft

Firmware
Corruption

Inhibit System
Recovery

Network Denial of I
Service

Resource
Hijacking

Service Stop

System Shutdown/
Reboot




HOW STANDARDS PROUFERATE:
(sEE: A/C CHARGERS, CHARACTER ENCODINGS, INSTANT MESSAGING, ETC)

M?' RDICULOLS!
WE NEED To DEVELOP

.| | ONE UNNERSAL STANDARD ,

THERE. ARE USE CASES. THERE. ARE
|4 COMPETING ' 15 COMPETING

Pre-conclusion:
There is no « one fits all » magical method

Combine multiple methods and use their strengths



The pragmatic approach: « 3D Prioritization »
CVSS+EPSS+Authorities data

PSS score compared to CVSS Base Score (NVD)
ensity is represented by color, yellow is less dense going through red to a dee rple fo i
I n th ese area Sz CVES are Ie):':fsé cﬁ';as. Labefir);g a rc;n}::fomwsi:rmple of CV%s ngh hﬁgﬁgr \Eolues for refgg‘:%g. ' CVE he re h ave h Ig h
priority (both CVSS

v CVE-2016-2774

& EPSS thresholds
have been reached)

marked as high priority

if and only if
they have been mentionned
by CISA KEV or CERTFR-ALE

CVE-

CVE-2018-0967
g

EPS& Score
o~
Q
o~

iy
-

CVE-2014-7279

20% \

CVE-2019-20027
SRam.mE &= ®m 'I

Q 10

CVSS Ver 3.1

Source: hifps:/ /first.org/epss/data_stats, 2024-02-28
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Our recommendation:
make the thresholds fit your environments

Non critical assets Other assets Critical assets

EPSS score compared to CVSS Base Score (NVD) EPSS score compared to CVSS Base Score (NVD)
EPSS score compared to CVSS Base Score (NVD)
Point density is represented by color, yellow is less dense going through red fo a deep purple for Point density is represented by color, yellow is less dense going through red fo a deep purple for . Y . |
the most dense areas. Labeling a random sample of CVEs with higher values for reference. the most dense areas. Labeling a random sample of CVEs with higher values for reference. Point density is represented by color, yellow is less dense going through red to a deep purple for
the most dense areas. Labeling a random sample of CVEs with higher values for reference.
., CVE-2016-2774 CVE-2021-25298 7% CVE-2019-10068 f" . CVE-2016-2774 CVE-2021-25298 /(;v
CVE-2019-11539 CVE20189995 CVE-2019-11539
CVE-2013. 15“7“7/ CVE-2013-1599
Y Y
80% OVE2020-19625 80% 80%
P
CVE2018-0967 CVE-2022-35413 CVE2018-0967
' e CVE-2018-0967
", e s
© 60% CVE-2022-47853 o 60%
9 o} © 0%
o
3 3 0
192} 0 [
& 40% & 40% 3
o w 8. 40%
20% 20%
20%
CVE-2014.7279 CVE-2014-7279
N N
| W | PRI || f.a % SRl | cye 20920027 Jg
2 3 4 5 6 7 8 9 10 2 3 4 5 6 7 8 9 10 TUUT nnnnnn nemessssmmnmmmmmmeTmmmmRsnen mmmEe -
CVSS Ver 3.1 CVSS Ver 3.1 ? ¢ 4 ° o / ¢ ? 10
) CVSS Ver 3.1
Source: https:/ /first.org/ epss/data_stats, 2024-02-28
Source: https:/ /first.org/epss/data_stats, 2024-02-28

Source: https:/ /first.org/ epss/data_stats, 2024-02-28

CVSS > 10 CVSS > 9 CVSS > 7
EPSS > 100% EPSS > 20% EPSS > 10%
+ CERT-FR ALE / CISA KEV + CERT-FR ALE / CISA KEV + CERT-FR ALE / CISA KEV

Here, CVEs will be marked as
high priority only if they are
mentioned by authorities 20



This 3D Prioritization method can be fully automated...

:~$ curl https://services.nvd.nist.gov/rest/json/cves/2.07cveld=CVE-2019-1818218 | jq .vulnerabilities[8].cve.metrics.cvssMetricv3l
% Total % Received % Xferd Average Speed Time Time Time Current
Dload Upload Total Spent Left Speed
100 2626 100 2626 ] ] 1006 © ©:00:02 0:00:02 —:—:—— 1066

{

API services.nvd.nist.gov
to get the CVSS-B and build the CVSS-BTE

:~$ curl https://api.first.org/data/vl/epss?cve=CVE-2019-1010218 | jq .data[e].epss API a pi _fi rst_org

% Total % Received % Xferd Average Speed Time Time Time Current

Dload Upload Total Spent Left Speed
1688 205 186 205 2] 2] 1090 8 —i—I— ——I—i—— —:i!——I— 1884 to get the EPSS

. .
:~$ curl https://www.cisa.gov/sites/default/files/feeds/known_exploited_vulnerabilities.json | grep -c CVE-2019-10818-218 JSO N f th C I SA t h k f CV E
% Total % Received % Xferd Average Speed Time Time Time Current o e O C eC I a IS

Dload Upload Total Spent Left Speed

mentioned (for ANSSI, use RSS feeds)

...and is already available in Cyberwatch Vulnerability Manager ©



..and can be implemented in Excel / PowerBl / Google Spreadsheet

1 CVSS-B scordi EPSS scorc]ll Mentioned by CISA KEVll Mentioned by CERT-FR ALEJ DECISION | CVSS-B Threshold
Pl CVE-2019-1010218 7,5 0,00109 No No Wait EPSS Threshold 10%
Efl CVE-2023-7028 9,8 0,95758 Yes Yes Fix Catalogs to use CERT-FR ALE
'l CVE-2024-29988 8,8 0,00298 Yes No Wait NVD API Key _ (get an API Key from https://nvd.nist.gov/developers/request-an-api-key)
Sl CVE-2023-38408 9,8 0,05823 No No Wait
[J CVE-2021-44228 10 0,96763 Yes Yes Fix README
Fll CVE-2024-6387 8,1 0,0039 No Yes Fix How to use this file:
l:J CVE-2023-48777 9,9 0,00054 No No Wait 1. Get your own API Key from NVD at https://nvd.nist.gov/developers/request-an-api-key
sl CVE-2017-0144 8,8 0,96301 Yes No Fix 2. Enter your APl Key in cell 14 (the black cell)
i 3. Set your thresholds in cells 11 and 12
4. Choose the catalogs to use in the I3 drop down
5. Enter the CVE you want to analyze in column A

Available for free here: https://share.cyberwatch.fr/s/xgqS8zXa727kbRn
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https://share.cyberwatch.fr/s/xgqS8zXa727kbRn

Conclusion / Use case:
How to give hope to your Vulnerability Management team?

Implement this on all your devices

EPSS score compured to CVSS Base Score (NVD)
gh df d p p p/ le for

Point den: fy p fdby / r, yellow is less den: oing thro
the most den: ling a random sample o fCVE s with higher

EPSS Score
8

IN
=]
3

N
=]
53

CVSS Ver 3.1

CVSS > 10
EPSS > 100%
+ CERT-FR ALE

Here, CVEs will be marked as high priority
only if they have been cherry-picked by
CERT-FR ALE
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Conclusion / Use case:
How to give hope to your Vulnerability Management team?

Implement this on all your devices

EPSS score compured to CVSS Base Score (NVD)

Point den: fy p fdby olor, yellow is less den: oing through re drcd ppp/f
the most den: goodm ample o fCVE s with higher value:

o
S
53

EPSS Score
8

N
=]
53

CVSS Ver 3.1

CVSS > 10
EPSS > 100%
+ CERT-FR ALE

Here, CVEs will be marked as high priority
only if they have been cherry-picked by
CERT-FR ALE

Impact on the Vulnerability stats:

-90,3%

@ 52 281 @ 5065

S

Impact on the Remediation plan:

Only 1
action

Update Windows Update Windows asap

Update.NET

Update Firefox

Update Adobe Acrobat
Update 7-Zip

Update the Linux kernel

Other patches can wait
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Then, when you are ready to go further...

Implement this on all your devices

EPSS score compared to CVSS Base Score (NVD)

Point density is represented by color, yellow is less dense going through red fo a deep purple for
the most dense areas. Labeling a random sample of CVEs with higher values for reference.

-, CVE-2016-2774 [ CVE-2021-25298 7% CVE-2019-10068
.
CVE-2019-11539 CUEA0T5:9995
CVE-2013-1699-F" |
% A
80% CVE-2020-19625
A
CVE:2018-0967 CVE-2022-35413
Z
A
o 60% CVE-2022-47853
2
o]
Q
2]
(92}
[%e]
55 40%
20%
CVE-2014-7279
N
CVE-2019-20027
........... = Al
2 3 4 5 6 7 8 9 10
CVSS Ver 3.1
Source: https:/ /first.org/epss/data_stats, 2024-02-28

CVSS > 10
EPSS > 100%
+ CERT-FR ALE

Here, CVEs will be marked as high priority
only if they have been cherry-picked by
CERT-FR ALE

Critical assets

EPSS score compared to CVSS Base Score (NVD)

Point density is represented by color, yellow is less dense going through red to a deep purple for
the most dense areas. Labeling a random sample of CVEs with higher values for reference.

80%

o
Q
53

EPSS Score
8
*

20%

/CVE 2016-277:

CVE-
CVE-2018-0967
7
3 4 5 6 7 8 9 10
CVSS Ver 3.1

Source: https:/ /first.org/epss/data_stats, 2024-02-28

CVSS >7
EPSS > 10%
+ CERT-FR ALE / CISA KEV
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Thanks for your attention!

GALEAX - Vulnerability Management Expertise
Mmaxime@galeax.com
+356 25 23 64 8]

Platinum Cyberwatch Partner

B French company

HE X AT RUST
Référencé par _UGAP —— ‘@CLUSIF

CLOUD CONFIDENCE & CYBERSECURITY
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