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Facts and Figures

Vi—

14 Mil. € ENDPOINTS CUSTOMERS 65 Employees EXPERIENCE IN
SECURED CYBER SECURITY



Focal Services

Audits

Security Operations
Center (SOC)

E-mail & File Analyse

Managed
services
Secure DNS
Support
Integrated
Advanced
Malware (SIAM)
Home-use

Anti-
phishing

Darknet Research



Our Partners







91% of all malware comes from unsafe DNS connections.

Secutec Secure DNS is a fast protocol that protects your company against malicious

host names. It serves as an extra security software that protects your network

against malware, phishing attacks or any other cyberattack.










Block faster - detect more - prevent proactively

- Reporting dashboard
- High-performant security service

BEHEfItS - Complete network security
- SOC alerts - malicious detections immediately reported
secureDNS

Peace of mind

- Support within 24 hours
- Implementation in less than 60 minutes



Easy to implement

-System independent
-Seamless infrastructure integration
-No additional hardware or software required

Benefits
secureDNS

A safe team, wherever they work

-Safe web browsing guaranteed
-Fast connections assured
-Remote and mobile cybersafety
-We keep all your devices safe




Database

SIAM Database with
35 worldwide vendors.

Vendor Database 60-90MB
Secutec Database 410 GB

Speed

Integration
20.000-30.000 daily
CERT Feeds

several hours
of time savings

New Domain

New Domain
blocking for the
first 24 hours

More than 22% of all
newly registered domains
are used for cyber crime

False Positive

108 Mio. daily
DNS-requests
monitored

Only 1 x
false positive
per month

Analysts

40 Data Analysts
monitore 7/24
all data

Active information
in the event of a threat

DET G

A Kombination with
Darknet Monitoring
is possible

Secutec monitors 99%

of bad traffic connections

worldwide

Holistic

secureDNS
= outbound traffic

secureSIGHT
= inbound traffic
+ Clear-Web
+Deep-Web
+Darknet
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Press releases:

LAntwerp IT company Itxx pays 252.000 euros ransom after
Conti ransomware attack”

,Ransomware attack is over, at cost of $300,000"

+~Antwerp ICT service provider Itxx victim
of cyber attack”



The digital footprint of your company is constantly growing, and with it

the digital risk. SecureSIGHT is a managed service that shows and

evaluates the attack surfaces for cybercrime in your company.




certnz 7 Lifecycle of a Ransomware Insident




Wee kly - High-level look at possible vulnerabilities
Vu | nera bl I |ty - coverage for more than 65K vulnerabilities
1 - SOC alerts - detections immediately reported
Scanning







- Recover the most current breached data directly

Account Ta kEOver from the criminal underground
Fra Ud Preve ntIOI"I - User credentials: email/username and password
and MOnltOnng - Dark Web Monitoring







- Weekly parsing of all connections to find
suspicious connections

Active Manged e |
Threat hunting 05 visiily on al maliions conmections

- 35 Security Vendor Feeds







Ma nagEd E D R - Detect suspicious activity on your network
on Se rvers - EDR in monitoring mode










