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Cybersécurité, 
protection des 
données et autres 
‘BUSINESS AS USUAL’ 
pour PME



On May 12 a strain of ransomware called 
WannaCry spread around the world, 
walloping hundreds of thousands of targets, 
including public utilities and large 
corporations. 

WannaCry

PETYA
A month or so after WannaCry, another 
wave of ransomware infections that partially 
leveraged Shadow Brokers Windows exploits 
hit targets worldwide. 

Macron 
Campaign Hack

Two days before France's presidential 
runoff in May, hackers dumped a 9GB trove 
of leaked emails from the party of left-
leaning front-runner (now French 
president) Emmanuel Macron.

Source: WIRED
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On-line business

August 2015October 2015
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Some examples in Belgium

August 2015

May 2014

November 2014

October 2013
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You all remember….
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Sources of external threat

Intelligence 

Agencies

Criminal 

Groups

Terrorist 

Groups

Activist

Groups

Armed 

Forces





Awareness program

Incident Management 
Guide
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Awareness Campaigns



THE COALITION

• Cross sector collaboration, uniting Academic, Public & Private sectors

• Focus on:

• experience sharing

• collaboration

• exchange with peers on actionable, concrete topics

• Non-profit (by and for members)

• Close collaboration with Centrum for Cyber Security Belgium
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OUR MISSION
Raise member’s cyber security capabilities through cooperation 



Conclusions
Cyber threats present 
a clear, large and growing risk 

Opportunity costs may well 
outsize the cost of cyber crime

To achieve digital resilience 
collaboration is necessary



Executive Education 
in Digital and IT 
Management

Executive Master and 
Executive Programmes in

. CIO Practices
. CIO Leadership
. IT Business Agility
. Enterprise and IT Architecture
. IT Sourcing
. IT Management Consulting



Executive Master in Information 
Risk and Cybersecurity

Executive Programmes in
. Security Governance
. Information Security
. Cybersecurity

Executive Education 
in Information 
Security Management



EDITION FACTS
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DPO Mentoring 

and support

GDPR implementation 

activities
Training and Awareness

Management Dashboard

gdpr@ictc.eu



Dpocircle.be
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gataya@solvay.edu

linkedin.com/in/ataya/



Career Summary Expertise Summary Education/ Certification

Georges Ataya
gataya@solvay.edu – solvay.edu/it – www.Ataya.info 

• Professor, founder and Academic 

Director of Digital and information 

security management at SBS-EM

• Managing Director ICT Control 

advisory firm

• Founded IT Management Academy

• Past International Vice President at 

ISACA

• Past Partner Ernst & Young

• Past Deputy International CIO ITT 

World Directories

• Previously Project Manager and Senior 

IT Auditor

• IT Governance (development of Cobit 4 

and COBIT 5)

• IT Governance and Value governance (co-

author VALIT and supervision CGEIT BOK)

• Information Security Management (Co-

author CISM Body of Knowledge)

• IT Audit and Governance

• Information security and risk

• Strategy and Enterprise Architecture and IT 

Sourcing

• Keynote speaker 

• Lecturer at inno.com, Transconstallation 

academy, Error Management, etc.

• Master in Computer Science (faculty 

of Sciences ULB)

• Postgraduate in Management (Solvay 

Brussels School ULB)

• Certified Information Systems Auditor 

(CISA); Certified Information security 

Manager (CISM); Certified in Risk and 

control (CRISC); Certified Information 

Systems Security Professional (CISSP); 

Certified in Governance of Enterptise 

IT (CGEIT)



DREAM. LEARN. LEAD.
THANKS


