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About me

More than 20 years in security (in various functions including technical ones  )

• I have a passion about (cyber) security & I like cooking!

• Experience in start-up, own company, integrators & vendors

• National and international speaker for Security Conferences

• No criminal record (yet)!
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Agenda

• Setting up the scene

• How to (learn to) cook ?

• Why cooking and cybersecurity have so much in common ?

• Examples

• Conclusion



Setting up the scene
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Setting up the scene

• Cooking is very old and is a critical component of mankind!



Setting up the scene

• Cybersecurity is not that old but think about the CIA principle … especially the C!



How to (learn to) cook ?

23 October 2017 Sensivity: unrestricted 7



How to (learn to) cook ?

• The basic elements for cooking are obvious:

• Ingredients

• Tools

• Location / facilities

• Recipes

• … but please don’t forget the most important!



How to (learn to) cook ?



How to become a chef ?

• There are key elements to be successful:

• Learning

• Training

• Testing

• Passion

• Accept failures and challenges

• Bottom up approach (stay humble)



Why cooking and cybersecurity 
have so much in common ?
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Why cooking and cybersecurity have so much in common ?

• In fact all previous elements can be easily compared:

• Ingredients & tools -> devices

• Location & facilities -> infrastructure / connectivity / datacenter / cloud

• Recipes -> configuration and policies

• Cooks -> Cybersecurity specialists

• Training -> training

• Tasting -> auditing / pentesting

• Dressing -> finetuning



How cooking and cybersecurity have so much in common ?

• Furthermore … even the way how cooking is regulated in a professional kitchen 
can be compared:

• Clear roles and responsibilities
• Segmentation, risk control and management



Examples
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State of the art / best of breed / industrialisation

• Cooking is like cybersecurity: “standardized” or “à la carte”



Implementation / configuration

• It MUST be precise, accurate, exact …. In fact perfect!

• Why do you think in cybersecurity we all like to use … cookbooks?



Old ingredients ... New recipes

• Modern cooks like to (re)use forgotten ingredients

• …  it’s exactly the same for cybersecurity!



Remember …. Logs?

• What was told to us in the 90’s ?



Logs …. today … everywhere … for everything!



Conclusion
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Still not convinced?


